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To preserve confidentiality, the Census 
Bureau removed names, details on 
place of residence, and other 
potentially identifying information. 
The Bureau explained that “therefore, 
it has been determined that making 
records available in this form does not 
violate the provision for confidentiality 
in the law under which the census was 
conducted” 

1960 
The invention of microdata



Otis Dudley Duncan

“The importance of this innovation can 
hardly be overestimated... With access 
to the unit records, the social scientist 
may specify in detail how variables are 
to be manipulated so as to produce an 
optimal estimate of the magnitude 
desired”



Power of Public Use Microdata

• The Census Bureau has released Public Use Microdata Samples for long 
form data from each decennial census since 1960, and for the ACS since 
2000 after it replaced the long form census

• The 1960-2024 microdata include information on 140 million persons nested 
into 51 million households

• ACS microdata are the single most intensively-used data source in social 
science and policy research:
o Over 50,000 Google Scholar citations
o Over 5,400 dissertations 
o IPUMS has fielded 2.7 million requests from 250,000 investigators, 

currently 21,000 data requests per month



Power of Public Use Microdata

• The ACS microdata are core research infrastructure for analysis of poverty, 
inequality, immigration, internal migration, race, ethnicity, disability, health 
insurance, transportation, housing, fertility, nuptiality, marital instability, work, 
education, and family composition.

• They are analogous to a Hubble Telescope for social science, although the 
ACS is a lot cheaper than Hubble and has yielded a far larger number of 
scientific publications 



Existing disclosure control for ACS microdata

A. Methods that preserve data integrity (Skinner et al. 1994)
Sampling 
Suppression of detail

B.  Contamination methods 
 Swapping

Age perturbation (large units and age 65+)
Partially synthetic group quarters



ACS Data Users Conference, May 20, 2021:
 

Rolando Rodríguez described Census Bureau plans to replace the 
American Community Survey (ACS) microdata 

with “fully synthetic” data by 2024. 



Abowd et al. (2020) describes the approach as follows:



The ACS has a 
hierarchical structure, 
with persons nested 
within households.

The interrelationships 
of variables across 
household members 
are extremely 
complex, and the 
Census Bureau has 
struggled to capture 
them in their models.



This research indicates that the synthesis methods we are currently 
using do not preserve (or approximately preserve) all of the 
multivariate relationships that we might like to see preserved, in 
particular relationships between insurance status and relationship to 
householder or between different types of insurance status.

Conclusion:



The Census Bureau acknowledges that the synthetic microdata will be 
unsuitable for research purposes. 
Users will instead validate their results by submitting their code to the 
Census Bureau, which would run the code on real data, conduct 
disclosure review on the output, and provide “true” results to the user.



The best-known previous example 
of synthetic population microdata 
released by the census Bureau: 
The SIPP Synthetic Beta File, 
which combines data from the 
Survey of Income and Program 
Participation with data from Social 
Security. 

The data were disseminated by 
the VirtualRDC at Cornell.



Synthetic SIPP usage

• About 170 users over the first seven years the data were available 
• Approximately 15 of these users had results validated (about 2 per year)
• Only a handful of substantive research publications have appeared



The ACS generates at least 100,000 times as much traffic as the synthetic SIPP. 

If all those users turned to a synthetic ACS, the Census Bureau would have to 
carry out tens of thousands of validations each year, and tens of thousands of 
disclosure evaluations of the results. 







The reason the Census Bureau wants to eliminate one of the world’s most 
intensively used scientific resources is concern about respondent 
confidentiality. 

The Rodriguez presentation acknowledged that there has never been a  
documented case of identification of a respondent in the ACS census 
microdata, but he argued that there are unknown risks. 





Concluded that 0.017 percent of respondents were vulnerable 
to possible re-identification, but 78 percent of those putative 
re-identifications were false, and an outsider would have no 
means of determining which ones were correct.



More Research is Needed

1. New Reidentification studies

The Census Bureau should conduct a new generation of re-
identification to identify realistic vulnerabilities that have the 
potential to allow positive identification of respondents.

If risks are identified, we need targeted solutions to address them. 
The one study we do have suggests that risk is confined to a small 
group of outliers and could be addressed with minimal harm to data 
integrity by focusing on identifying variables in this subgroup.



More Research is Needed
2. Studies of the scientific impact of new disclosure controls

Any changes to disclosure control should be thoroughly assessed 
before those changes are implemented.

The best way to assess usability is to replicate a wide range of past 
published studies using versions of the data that incorporate 
disclosure controls under consideration. 

The user community can do this work. For this to happen, the 
Census Bureau would need to prepare test files that apply new 
techniques to older ACS survey years, so investigators can 
replicate past analyses and assess usability of the data.



New research can optimize tradeoffs between usability and risk

The combination of new research on disclosure risk and new 
research on the impact of disclosure controls can inform the 
development of effective methods that optimize the tradeoffs between 
utility and risk. 

Partially synthetic methods that focus on identifying variables (those 
available in external data sources) and vulnerable records (with rare 
combinations of identifying variables) offer a promising avenue to 
enable continued access to high-quality public use microdata. 



The benefits of eliminating public access to usable 
ACS microdata are highly uncertain.

The costs, however, are clear:
Eliminating access to ACS microdata would severely 
damage the nation’s statistical infrastructure; 
there is no substitute for most applications. 



The Power of Public Data

In 1959, Conrad Taeuber proposed the 
first microdata sample:

“It is essential to this proposal that these 
materials would be equally available to 
anyone” and that the user “would be free 
to use them or subsamples of them as 
he saw fit.”



Public Data are a Public Good
• It matters whether data are accessible to a broad public 

or are restricted to a narrow elite.
• If reliable data become inaccessible or available only to 

select investigators, it will at minimum make evidence-
based research more expensive and less reproducible; 
it will make some research impossible.

• If the government can pick and choose which 
researchers get access to data, that is a core threat to 
science.
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